Prespecified Timestamps are a well-supported but little-used IP option. We find that many routers respond
to timestamp requests and we apply timestamp measurements to two challenges: resolving IP aliases and
measuring link latencies. We find timestamps to be a valuable addition to our measurement toolkit.
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Link Latency

as IP geolocation, depend on
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How long will it
take a packet to
traverse a single
backbone link
one way?

Solution: Send probes forward
and reverse across the same
link.  Calculate delta by
subtracting first timestamp
from the second.

Ay, = link latency - skew(A,B)
A, = link latency + skew(A,B)
link latency = (Ap + Agy) +2




