Conventional Wisdom: IP Options like the Prespecified Timestamp Option are rarely

supported, and even when supported, are implemented in unusable and inconsistent ways.

Reality: IP Prespecified Timestamps are supported by over 25% of IP addresses on the Internet,
with a limited set of easily-identifiable implementations. IP Prespecified Timestamps provide unique
measurement insights with multi-address queries in a single probe, timestamp clock values, and
reverse path visibility. Timestamps are a valuable asset to the measurement toolkit.
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